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Given a connected graph G, a set S ⊂ V (G) is a k-antiresolving set for
G, if k is the largest integer such that for all u /∈ S there exists a set Su ⊆
V (G) \ (S ∪ {u}) with |Su| ≥ k − 1 such that dG(u, v) = dG(x, v) for every
v ∈ S and every x ∈ Su, where dG(a, b) is the distance between a, b. The
k-metric antidimension of G is the cardinality of a smallest k-ARS for G.
This work focuses on the use of the k-metric antidimension of graphs as a

theoretical framework for the privacy measure of social networks called (k, ℓ)-
anonymity. A graph G meets (k, ℓ)-anonymity with respect to active attacks
to its privacy, if k is the smallest positive integer such that the k-metric an-
tidimension of G is not larger than ℓ.
Graphs with a predetermined structure like cylinders, toruses, and 2-

dimensional Hamming graphs, as well as, randomly generated graphs are
considered, in order to evaluate the (k, ℓ)-anonymity they achieve. We have
taken a combinatorial approach for the graphs with a predetermined structure,
whereas for randomly generated graphs we have developed an integer pro-
gramming formulation and computationally tested its implementation. The
results indicated that, according to the (k, ℓ)-anonymity measure, only the
2-dimensional Hamming graphs and some general random dense graphs are
achieving some higher privacy properties.
The results of this talk were published in the article [1]. The speaker is

supported by the Spanish Ministry of Science and Innovation, ref. PID2019-
105824GB-I00.
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